
Microsoft made sharing easy. Policies keeps your sharing secure. 
AvePoint Policies makes it easy to enforce Microsoft 365 security rules and best practices by automatically 
applying rules to your Teams, Groups, Sites, and OneDrives—or your entire tenant. Get started by defining the 
rules for your organization, either starting from scratch with best practices or choosing from 30+ pre-loaded 
policies, including external sharing, ghost guest user detection, Teams settings enforcement, and more. Policies 
proactively monitors configuration drift, notifying and reverting out-of-policy changes as often as every two hours. 
From there, violations can be accessed and repaired with just a few clicks. 

Securing collaboration in Teams, Groups, Sites, and OneDrive has never been simpler.
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AVEPOINT POLICIES

• Set policies based on insights or your company     
guidelines that are enforced automatically   

• Use default templates to quickly create new          
policies with recommended rules to control content          
sensitivity, external sharing, data protection, and 
license usage 

• Apply policies to Microsoft Teams, Microsoft 365 
Groups, SharePoint, Exchange, and OneDrive to keep 
collaboration secure

• Oversee violations to established policies to ensure 
ongoing enforcement     

• Prevent oversharing to external users and            
unauthorized changes on permissions or security 
settings

• Manage and reclaim the licenses of blocked or       
inactive users

• Alert or revert out-of-policy changes as often as 
every 2 hours

• Policies are triggered based on Microsoft activity 
feed data

• Access and repair violations with just a few clicks
• 

a few simple clicks, so you can selectively apply rules 
to workspaces based on context, such as metadata 
or sensitive information types

• 
policy over a period of time 

• External Sharing Settings
• Teams Settings Enforcement
• Remove Shadow Users
• Shared Channel Creation 
      Restriction 

• Scan External Users
• Direct Sharing Prevention
• External User Access                         

Enforcement

For Your SharePoint Online, OneDrive, Groups, and Teams

*You must have a Cense license to enable these rules!

   List of All Individual Service Level Rules 

   List of All Tenant Level Rules 

For Your Entire Tenant

For Microsoft 365 Users*

• Ghost User Detection
• Groups/Teams Creation 

Restriction 
• Tenant-level Site Content 

External Sharing Settings

• Remove Licenses from 
Blocked Users

• Groups/Teams Deletion 
Restriction

• Remove Inactive Guest      
Users

• Control Access from 
Unmanaged Devices

• Remove Licenses from          
Inactive Users
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